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2020 Election bummary

The Big Lie

Trump 1,729,519
Biden 1,242,416

Won by 487,103 votes

The Truth
Trump 1,854,478
Biden 1,117,457

Won by 737,021 votes




Voting Systems
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Voting System Technical Oversight Program

Certification protocol asks whether the
election equipment is capable of internet
connectivity via Wi-Fi, Bluetooth or cellular.
If yes, it asks if the function is
“disabled”. Our question is if these
machines by state law are not supposed to
be connected to the internet, then why are
they being certified with the capability to do
so? If a function can be disabled, it can be
enabled.
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2008 182334 Unavailable 130830 Birth Year
2012 204568 12.19% 201808 138358 5.75%
2016 227938 11.42% 230786 14.36% 158415 14.50%
2020 265840 16.63% 260082 12.69% 195985 23.72%
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Roadblocks

1) Secretary
of State
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Election Committee Strategic Plan

CyDersecunty session at the upcoming Cybertech Midwest Lonlerence (Uctober 2U1Ls,
Indianapalis, Indiana).

What (or whao) are the most significant cyber vulnerabilities in your area?

a. Malicious cyber hacking and unauthorized access to voter registration system data;
particularly initiated by a sophisticated domestic or overseas perpetrator.

b. Cyberattacks aimed at: political parties, campaigns and candidates; the voter
registration database system and user network; electronic poll books; election
systems; and election result reporting systems managed by state and county election
officials.

¢, Malicious, anonymous, false or misleading social media activity aimed at political
parties, campaigns and candidates.

d. Identifying cyberattacks or other election interference.

e, The voting systems physical security (addressed by SEA 327-2018), and election
system logical security (addressed by centification standards, testing, monitoring and
post-election risk-limiting audits).

f. Lack of network user and public awareness of cybersecurity principles and threats
(addressed by communications, training, and uniform adherence to security prowcols
and best practices).

¢, Any unaddressed actual or perceived cyber threat that adversely affects voter
confidence,

E T.ME/INAUDITCHAT2

r.  Eleciromc poll book hardware and soliware upgrades.
5 .

Network penctration testing exercises,
t. Conducting post-election Risk Liniting Audits to confirm election outcomes.

\\fhut {or who) are the most significant cvber vulnerabilities in vour area?

Malicious cyber hacking and umulhunzed access o voter registration system data;
pumcul:lﬂy ‘initiated by sophisticated domestic or ovel perpetrators,

b. Cyberattacks aimed at: political parties, campaigns and candidates; the voter registration
databy stem and user network; electronic poll books; election systems; and election
result reporting sy stems managed by state and county election officials.

. Malicious, anonymous, false, or misleading social media activity aimed at political
partics, campaigns, and candidates.

d. ldentifying cyberattacks or other election interference.

. The voting systems physical security (addressed by SEA 327-2018), and election system
logical security (addressed by certification standards, testing, monitoring and post-
election risk-limiting audits).

f. Lack of network user and public awareness of cybersecurity principles and threats
{addressed by communications, training, and uniform adherence to security protocols and
best practices).

g. Any unaddressed actual or perceived cyber threat that adversely affects voter confidence.
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Roadblocks

2) [L.ack of Transp arency That face you make \.ivhen you hear
that the 2020 elections were the

n n . l
- Vendor Contract Requests Denied most” secure elections ever!

- 950 FOIAs — 20 Responses

- CVR Requests — Denied

- Voter Rolls — Denied (but 1 county)
- Parts of SOS website scrubbed

- Election Budget Requests Denied

- RLA Reports denied
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Roadblocks

3) Sate & secure Mantra “

CT1
j vendors HOOSIER HYSTERIA OVER OUR
Require vendor security measures. Vendors can connect to every part of this system. Their internal security HOOS'ER ELECTIONS

matters—wendor access points could be the weak link that gets exploited and corrupts other parts of the procass.

Ensure security requirements and considerations are included in vendor contracting and enforced. Interview with I-Team 8 and Microvote President
WILL YOUR VOTE COUNT?

IR[11 Hll How does the voter know that his or her vote is counted correctly?
RIES JR.: BRI G RO TR TTE L Y EETXU R 21148 That you really do have to

have a faith in your local jurisdiction, that they are conducting equitable
elections in the best faith of the voters. The security for the voter, once
again, is the acceptance of good judgment by a local board. Quite frankly
it’s very difficult to convince somebody how do | know my vote counted.

IR[11 Bl How do they know that when they voted for Candidate X that their

vote for Candidate X was recorded?
RIES JR.: Well, because of identity or lack of identity with records, RUTTEI G
no way that | could prove to a voter, post tally, that their vote

exactly counted the way that they voted it.

All content © Copyright 2000 - 2004 WorldNow and WISH-TV.
All Rights Reserved.
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Roadblocks

4) No Forensic Audits
Permitted

Added into the 2022
Elections Admin Manual
(The State of Indiana does
not have a forensic audit
law and no such demand
or request for such an
audit can ever be
granted.)
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POST-ELECTION PROCEDURES

After the ballots have been tabulated, county election administrators must certify the results of the election to the
Indiana Election Division no later than noon (Indianapolis time) the second Monday following Election Day. (IC 3-12-
5-1) During the period after Election Day and before the certification deadline, a county election board has several
responsibilities to finalize election results. After certification, and assuming a recount or contest action has not been
filed, oaths of office are filed, certificates of elections are sent, and election materials are preserved and stored, among
other duties.

ed" and should be
i, B8 sion as a result or
iho %5 ve locked, tagged,
eal aterials or voting

As a reminder, after the election, all documents and materials (paper and electronic)

and secured. (IC 3-10-1-31.1) County elect
systems unless otherwise stated in Title 3 or
court clerk, county election director, county ele
system unit oontaining voted ballot information

2\, vnolatlon has occurred.

More information about access control policies can be found in the “Voting Systems & ePollbooks™ section in this
Manual.



Victories

e Surety Bonds on SOS

(ongoing)
e FOIA complaints

e We have enough for
a class action —just
need an attorney to

step up. We have
everything

document/ Chain of

Custody
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e Canvassing
e Statewide Voter File

Analyses

e Delegate Convention
e FOIA Requests
e Citizens Running for

Office

e PublishingArticles
e Uniting Hoosier

Groups

e ACTION ACTION
e Town Halls
e Voting Day Handouts

Expose’ over 15k
views

¢ 4 Bills/Amendments
takenin 2022 (HUGE
FEAT)

e Clerk/election board
meetings

e Calling/emailing
every day during
session



